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About WorkForce Software

Michigan-based WorkForce Software is a world 

leader in cloud-based personnel management, 

providing Software-as-a-Service (SaaS) solutions 

to organizations. As a business based in Detroit, 

with offices across the globe, WorkForce needed to 

implement a centralized backup and archival plan 

that protected the company’s critical Office 365 

end-user data and allowed for easy recovery from 

time-indexed snapshots.

Defining the Challenge

Peter Webber, the Director of IT Operations at 

WorkForce, and his team are responsible for 

overseeing the backup and archival of Office 365 

data as well as all company endpoints, such as 

employee laptops, desktops, and mobile devices. 

Webber was acutely aware of the inherent risks 

of utilizing Office 365 as a business tool—one 

risk being that storing data “in the cloud” does 

not automatically guarantee its safety. He also 

emphasized that having “the ability to actually own 

and control your data is very important.” 

Prior to Webber’s arrival at WorkForce, the company 

had been utilizing a legacy onsite product to handle 

backup and archival needs. “The legacy solution 

was difficult to implement, and often users wouldn’t 

get backed up”—a fatal flaw for any product, as 

Case Study

Challenges

• Constant worries of critical data loss from gaps 
in Office 365

• Painfully complex tape management for 
archival purposes 

• Frustrating lack of central visibility and control

• Rising infrastructure costs and manual effort to 
meet demands  

• Concerns about regional controls to address 
compliance issues 

Solution

• Druva inSync provides WorkForce with a single 
pane of glass for Office 365, Google and user 
device information management compliance 
issues

Results with Druva

• All offices across the globe now have central 
data protection for cloud applications and end 
user devices, aligning with regional policies. 

• Engineering time previously spent supporting 
backup and archival has been virtually 
eliminated  

• Cloud-native scalability and security have 
decreased cost and provided peace of mind

WORKFORCE EMPLOYS OFFICE 365 
DATA PROTECTION WITH DRUVA

Probably half to three-quarters of an engineer’s time was dedicated to 
managing the backups coming out of our Office 365 ... that’s gone down to 
almost not measurable.

Peter Webber, 
Director of IT Operations, WorkForce Software 



Webber recognized.  Another headache was the time 

it took to administer the legacy product. “It required a 

lot of manual intervention. WorkForce had also recently 

acquired a company with a large percentage of users 

residing outside of the United States, a marked shift from 

the existing structure. This new acquisition required the 

backup and recovery services to adhere to specific data 

residency regulations.

Finding a Solution in the Cloud

Initially, the company had implemented Druva inSync as a solution to backup the company endpoints and 

was extremely satisfied with its performance and ease of use. Webber quickly realized that the product could 

provide the same advantages when protecting their cloud application data as well. “We were looking to unify 

some of the ways we backed stuff up, so the ability to . . . better serve our Office 365 environment was a key 

driver.” As time went on, it became clear that inSync might prove to be the ‘magic bullet’ the company was 

looking for.

A key consideration for WorkForce was the ability of inSync to scale along with the organization—

incorporating global offices and new cloud business tools—and ensure that data residency requirements were 

being met. Webber described how Druva was able to meet these needs: “[Druva’s] ability to work with various 

cloud services and the expected growth of those additional services was pretty enticing. . . . and we were able 

to add backups for our Google accounts that we were never backing up . . . because we didn’t really have a 

way to do that.”

One of Webber’s favorite aspects of the solution is 

its ease of use. “It’s almost just a ‘set it and forget 

it’ infomercial thing,” he says. “You install it, you let 

it run, and then it does its thing and you don’t have 

to deal with it. And there is no managing of data, 

there is no managing anything—it’s just going to 

be covered, because Druva handles the hard kind 

of stuff . . . all you have to do is get it installed, and 

you are done.” Key management functions can be performed with just a few clicks, saving time and making 

compliance considerably easier. Webber says that when a request for data comes to him, “I need something 

quickly, [and] I get it back. That’s saved us some tickets for sure.”

Very early on when we signed up 
with Office 365, we knew that we 
wanted to be able to have a third-
party store for the data.

Peter Webber, 
Director of IT Operations, WorkForce Software 

Great product—your team is killing 
it … It’s nice to be able to know that 
this one is covered by Druva.

Peter Webber,
Director of IT Operations, WorkForce Software

About Druva
Druva is the leader in cloud data protection and information management, leveraging 

the public cloud to offer a single pane of glass to protect, preserve and discover 

information - dramatically increasing the availability and visibility of business critical 

information, while reducing the risk, cost and complexity of managing and protecting it.  

Druva’s award-winning solutions intelligently collect data, and unify backup, disaster 

recovery, archival and governance capabilities onto a single, optimized data set. As 

the industry's fastest growing data protection provider, Druva is trusted by over 4,000 

global organizations and protects over 25 PB of data. Learn how you can protect your 

Office 365 data at www.druva.com/solutions/office-365-backup/
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